Corporate Capabilities
RMC Understands the Customer’s Mission

**What...** all with an eye toward mission, identify, analyze, and assess vulnerabilities to defense and commercial infrastructures, systems, and networks; evaluate interdependencies and risks; and propose mitigation.

**Why...** asymmetric warfare, natural and man-made disasters, technical complexity and interdependence, resource scarcity, and aging and obsolete facilities all create new and significant risks to the Nation and DoD.

**Where...** anywhere around the globe that it requires, from U.S. installations abroad to bases and commercial enterprises within CONUS, to include work with mission assurance-related Government and industry groups.

“You can be sure of succeeding in your attacks if you only attack places which are undefended... So in war, ‘the way’ is to avoid what is strong and to strike at what is weak.”

Sun Tzu, The Art of War
Company Background

- Significant experience in risk assessments and risk management programs resulting in more effective mission assurance
- Customers include Prime contractors and Military Organizations
- Currently managing $3M in federal contracts
- Service Disabled Veteran Owned Small Business (SDVOSB)
- Founded in 2011
- DCAA approved accounting system
- Subject matter expertise includes the following functional areas:
  - Antiterrorism (AT)
  - Critical Infrastructure Protection (CIP)
  - Cyber Security (CS)
  - Emergency Management (EM)
  - Lifesaving Information & Communications Technology
  - Law Enforcement (LE)
  - Mission Assurance (MA) Assessments
  - Physical Security (PS)
  - Threat & Hazard Identification
  - Program & Project Management
RMC’s programs and strategies improve the protection of our customer’s assets. Our core business services include the following:

- Mission Assurance
- Assessments
- Threat and Hazard Analysis
- Critical Infrastructure Protection
- Information Sharing / Information Fusion
- Cyber Security/Information Assurance
- Training Analysis & Exercise Planning
- Planning and Support for Conferences and Working Groups
- Program and Project Management Support
RMC offers expertise in Mission Assurance / Protection arena, including installations and supporting establishment commands.

- Perform mission decomposition to identify the critical functions and assets
- Identify single points of failure in operations to include assets, infrastructure and commercially provided services
- Identify critical issues pertaining to the procurement, development, and employment of forces
- Build and expand capabilities to respond to situations and incidents
- Create, update, and maintain orders, standard operating procedures, instructions, benchmarks, etc.

We have a synergistic approach to protection-related programs, generating safer and more successful military operations while protecting critical military assets, including personnel, equipment, and facilities.
Assessments

Our subject matter experts can be leveraged to support a vast array of assessment capabilities, including:

- Comprehensive Threat and Hazard Assessment
- Insider Threat and Vulnerability
- Water, Energy, Industrial Control’s & Cyber Vulnerabilities
- Computer Network Defense
- DISA Command Cyber Readiness Inspections
- Lifesaving Information Communications & Technology
- Program and/or Project Management
- Infrastructure Security Engineering Analysis

*RMC helps clients identify risk and mitigate its effects through proper risk management and contingency planning resulting in reduced overall risk exposure.*
RMC expertise offers programmatic support, policy guidance, compliance reviews, and assessment capabilities to our clients for all threat- and hazard-based subject areas.

- Develop and update standardized all-hazard threat assessments (AHTA) for military installations within Mission Assurance program areas
- Maintain and regularly assess AHTA based on the ever-changing threats to installations, including manmade and naturally caused, and the installation's associated vulnerabilities
- Perform compliance reviews with DoD and Joint Staff policy documents to support Physical Security, Anti-Terrorism, Critical Infrastructure, CBRNE, and Emergency Management

Our risk-based program support activities result in valuable input, analysis, and recommendations for the development and maintenance of DoD military Mission Assurance manuals.
Critical Infrastructure Protection

RMC reinforces mission resiliency by identifying and analyzing risks to supporting and interdependent infrastructure systems. We employ practical vulnerability assessment principles and practices into a tailored construct designed to maintain continuity of critical functions within any risk/threat environment.

We provide:

• Full spectrum security professional engineering support
• Integrated security and design/construction qualifications
• Seasoned experience with DoD design/construction engineering programs world-wide
• Network of SMEs in all major engineering disciplines
• Proven experience implementing DoD’s mission assurance philosophies

Our team of experienced professionals has extensive experience supporting Critical Asset Risk Assessments and Vulnerability Assessments for the Air Force, Army and Marine Corps.
Information Sharing / Information Fusion

• Policy development and implementation of IS/IF plans
• Synchronize and standardize receipt and dissemination of indications and warning information, including: manmade threats; CBRNE; criminal activity; and natural hazard data
• Currently leading the effort to provide a combined Department of the Navy (DON) solution to the Sectary of Defense (SECDEF)-directed requirement
  – USMC cross-organizational communication tool
  – RMC provides technical and analytical support to reduce the resources required to collect, prepare, and transmit force protection information, threat warnings, advisories, status reports, etc.

A robust military protection system must have the ability to communicate and exchange critical information in a near real-time manner.
RMC has a strong foundation in Cyber Security and offers our customers a wide range of efficient and effective Cyber Security services. Our experience includes:

Computer Network Defense
- Network Monitoring
- Data Correlation and Analytics

Certification and Accreditation
- C&A Strategy, Planning, and Design
- C&A Project Support
- Project and Artifact Development

RMC performs vigorous cyber security and protection services via a trained workforce adept at defending against and preventing cyber acts capable of degrading mission success.
Cyber Security / Information Assurance

Cyber Assessment
• Network Discovery and Enumeration
• Wireless Discovery and Analysis
• Vulnerability Assessment and Configuration Compliance
• DIACAP/RMF Validation
• Independent Security Test and Evaluation
• Continuous Inventory and Assessment

Training and Education
• Cyber Assessment Methodology
• Cyber Security Tool Training

ICS/SCADA
• ICS Security Architecture and Design
• ICS Cyber Assessment
• ICS Certification and Accreditation
Training and Exercises

RMC has a well-documented performance of developing training and exercise support for AT, CIP, Risk Management, EOC and ICS.

Training

• RMC designed and developed course materials and accompanying interactive scenario-based training modules for the antiterrorism portion of the U.S. Marine Corps Commanders Program
• Annual training plans in support of the Mission Assurance Program
• Define Force Protection training needs, design training, identify training media and modalities, develop training materials, and conduct and evaluate training to ensure it is tailored to the specialized needs of the receiving organization

Exercises

• Develop, design, execute, and evaluate exercises and training to enhance plans, policies, and procedures in response to all-hazard events
• Define force protection exercise needs, design table-top, small- and large-scale exercise scenarios, and identify appropriate exercise media and modalities
• Homeland Security Exercise Evaluation Program (HSEEP) qualified personnel

*Training and exercise programs can be adapted to meet the needs of all Military Services for training and development in managing the various elements of mission assurance and force protection planning.*
Conferences and Working Groups

Logistical Support
- Pre-event and onsite logistical support, including arrangements for:
  - Customer and participant travel and lodging;
  - Food functions and beverage requirements; and
  - Distributing training and exercise materials

Administrative Support
- Support for project-related correspondence and documentation, project progress reports, and data entry
- Create, update, and maintain databases on terrorism incidents and best practices

Technical Writing
- Develop, write, edit, and produce project materials, including manuals, guidebooks, briefing materials, and post-event evaluations, reports, and improvement plans

*We coordinate, plan, and assist with complex and high-profile events, such as National Security Special Events.*
Program and Project Management Support

RMC provides essential analytic support for policy, plans, and strategy development and implementation.

- Lead efforts to correct potential weaknesses and vulnerabilities in military protection programs
- Conduct engineering system analysis of critical infrastructure networks
- Utilize contemporary analysis to address disparate program silos, natural hazards, and expanding terrorist threats
- Integrate business, financial management, and technical disciplines to support planning, organizing, staffing, controlling, and leading team efforts in managing protection programs
- Provide leadership to assist customers in the evolution of a fully integrated and well-coordinated requirements system across multiple protection programs
- Leverage resources from many streams of revenue to fill gaps within individual programs and mitigate risk across the enterprise

*RMC currently provides analytic support for policy, plans, and strategy development and implementation for HQMC, PP&O, Security Division for Anti-Terrorism, Physical Security, and Homeland Defense programs.*
Contract Vehicles

Chemical, Biological, Radiological and Nuclear Defense Information Analysis Center (CBRNIAC)

– RMC is a subcontractor on the CBRNIAC program.
– CBRNIAC serves as the focal point for DoD Chemical Biological, Radiological and Nuclear Defense (CBRND) scientific & technical information (STI) in support of CBRND, Homeland Defense, and Homeland Security STI requirements.

Headquarters Marine Corps (HQMC), Plans, Policies & Operations (PP&O), Security Division (PS), Mission Assurance (PSM) Branch

– RMC provides mission assurance assessments, program support, cyber security, and risk assessments.
– The mission of the HQMC PP&O/PS is to develop, coordinate, integrate and oversee force protection policies and sponsor selected critical programs to provide secure environments enabling the operating forces and supporting establishment to successfully execute Marine Corps global missions.

Seaport-e

– RMC is a Prime Contractor under the Seaport-e Program. We perform as a subcontractor to Homeland Security Solutions Inc. on a Seaport-e task order awarded in October 2013.
– SeaPort-e is a Multiple Award Contracts (MAC) supporting Naval Sea Systems Command (NAVSEA) and its Warfare.
Risk Mitigation Consulting strives to help clients recognize risk, mitigate those risks’ effects through proper management, and create proactive contingency plans to lower overall risk exposure.